ECHO ETC Meeting Minutes   7/10/2003

FTP Failures
Ops group is concerned that there are a number of failures.  EDC says they do not know how to find out.  Email is sent out with a failure message.  The email message has enough information to identify the granule, browse or browse metadata file, but not necessarily the file name.  So there is a mechanism for finding out that a failure is occurred.

LPDAAC John Daucsavage: Action: will check on subscription failure mechanism and how it might be used across the board.
Use of Three Address Fields for an Order (Contact, Billing, Shipping)
Could be a provider profile setting?   
V0 protocol does not require billing or shipping address.  The ODL fields are optional.  It is “required” at the LPDAAC, but in actuality, it is not.  

Action: ECHO should not require that all three fields be filled in.  The requirement is that there be 3 different addresses that can be filled in.

System Backups
Being able to go further back than 2 weeks is not necessary.
     Is HDF-EOS and JPEG both required for ECS?  

ASTER is actually 3 JPEGs in the HDF-EOS.  

Question of  what happens when DAACs have to recover their database – now out of synch.

Consider using DAACs as backup for browse.

BMGT Status

LP DAAC:  Are there showstoppers with the current BMGT engine that will prevent us from going forward?  Only aware of one with weird problems in delete.

Problem is being worked.

We should do one dataset first, and then move on to more.

Clients (based on LP DAAC questions):

LP DAAC Questions:

1. Who will maintain a list of clients and who they are developed and run by?

2. I notice going back over the slides that one of the methods for the Session Manager is “Identify(String).“  Is this automatically included in all order transactions?  The LP DAAC wants the client identifier to be required in all orders received from ECHO.

3. User Services wants to know who handles client questions?

4. Who handles failures between:

a. Client and ECHO and vice versa?

b. ECHO and DAAC and vice versa?

5. Will clients be certified?

6. Can access by “bad” clients be turned off?

7. We need to learn more about visibility versus orderability.  I take it from your slides that access control (i.e. a restriction), once established, applies to both viewing and ordering?

8. One of the caveats under “Viewing” in your ACL slides is that “… Once a copy of the metadata is extracted from ECHO, it can be shared at will circumventing ECHO’s access control functions exactly as is possible currently by ordering provider data and sharing with others.”  In the “Ordering” bullets it states that the Order Entry Service prevents creating, adding, quoting and submitting restricted items.  Does this mean that if someone did have information for a restricted item that was initially open, you will actively check the order to see that it is restricted?  What about deleted item?  Is it possible that someone would have metadata from a item that was later deleted, submit an order and that order would get to the provider?

Answers:

1- Ops team, with caveat that some may not be known.

2- We do not currently include it, but we are happy to provide it.  It will be an optional field.  Action: Jim Lacasse will specify where in ODL it is to be provided.
3- The contact for the client should be published on the client- they will have to do this to be endorsed.
4- ECHO OPS will be a liason for determining where the fix will happen.

5- Yes- there will be a list of endorsed clients.

6- In a fashion, we can block at the firewall.

7- They are not connected.  They are separately controlled.
8- Orders for deleted data or restricted data are not sent to the provider, if ECHO is up to date.

