1.2  ECHO 6.0
1.2.1 New Functions

1.2.1.1 Check Valids on Incoming Ingest Files

ECHO should strive to help Providers catch faulty data before it is put into the clearinghouse.  This function will allow a Provider to declare a subset of the ECHO data model that is valid for it.  This includes specifying valids for attributes that will be provided.  ECHO will check the incoming metadata against those valids.  When an abnormal condition is encountered, that granule or collection metadata will not be ingested, and the Provider (and ECHO Ops group) will be alerted.   Checking is currently done using DTDs on a per provider basis.  This task will be to change the checking to be done on a per collection basis

1.2.1.2 Service Brokering: phase 1

Apply knowledge gained from services brokering analyses and previous prototyping activities.  ECHO shall support the following scenario: A user places an order for Granule 1 from Data Provider X with Service 2 to be performed on Granule 1 by Service Provider Y.

ECHO will then relay the order for Granule 1 to Data Provider X, presumably for FTP-PULL delivery.  Once Data Provider X has placed Granule 1 into its FTP repository for delivery and notified ECHO that it is available, ECHO will relay the order for the invocation of Service 2 to Service Provider Y with a link to the data located on the FTP repository at Data Provider X.  Service Provider Y will download Granule 1 from the FTP repository at Data Provider Y, process the data using Service 2, and then deliver the resultant data via the mechanism supported by the Service Provider and selected by the ECHO user.  Service Provider Y will let ECHO know that it has completed its task.  

1.2.1.3 QA Flag Accommodation 
QA flags vary by collection, and the evaluation of them for access control purposes varies from collection to collection.  The Data Model Review suggested creating a “Restricted” flag to be part of the science metadata.  ECHO will ingest granule and/or collection descriptions with this additional “Restricted” flag.  The Data Management Service will be augmented to allow restrictions and permissions to be defined based on the existence of the “Restricted” flag.  This implies that the Provider has complete control over whether a granule with the “Restricted” flag is actually hidden (or unorderable) through the use of the Data Management Service.   This activity might overlap with data model review activities.

1.2.1.4  Implement Improved Error Handling

 Based on the architecture developed during Release 5.5 timeframe,  design, build, and implement the required code.

1.2.1.5  Spatial Conditions for Subscription Service
Currently subscription service is architected to allow for narrowing functions to be added to the system.  This activity is to add one such narrowing function:  to provide a spatial boundary to filter out unwanted metadata.  For instance, a user could subscribe to metadata from MODIS Level 1b over Maryland.

1.2.1.6  Support Searching for Multiple Product Specific Attributes (PSA)

Currently,  ECHO supports searches that contain only one PSA.   This activity will modify ECHO to handle searches that contain more than one PSA.
1.2.2 Data Model 

Continued implementation of allocated data model items.    Update physical data model to reflect conceptual model.
1.2.3  Operations Support

1.2.3.1   Provider Mapping Tool (first generation)

This task will create a web site that adequately describes the conceptual schema of ECHO with the explicit goal of enabling new providers to have the necessary resources they need to establish the mapping from their schema to ECHO’s.  This would probably include some method of searching the ECHO model to help identify similar attributes. 

1.2.4 Refactoring

1.2.4.1  Ingest Improvements (Part 2)
 Continuation and completion of activity started in ECHO Release 5.5  

1.2.5  Bug Fixes
To be prioritized and addressed as they are encountered in this release.   Prioritization will include a review of existing bugs also.

